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Invitation to Advanced Cybersecurity Exploration (ACE)

Conference 2024, Taiwan, R.O.C

Since the continuous development of digital technology and increasing threats
to cybersecurity, countries around the world are placing amounts of defense resources
into cybersecurity. Taiwan prospectively upgraded the issue of cybersecurity to
national safety level, established cybersecurity specialized government agency,
Ministry of Digital Affairs (MODA), and its subordinate agency, Administration for
Cyber Security (ACS).

ACS held the first "Advanced Cybersecurity Exploration Conference" (ACE) in
2023. In ACE 2023, every participant was engaged in discussion and therefore fruitful
outcomes had been achieved. This year, with the themes of “Cyber Resilience” and
“Cybersecurity Risk Governance and Policy Management”, MODA cordially
invites representatives from overseas and local academia, government and critical
infrastructure authority sectors to discuss issues of cyber resilience, cybersecurity risk
governance, policy management, digital security defense strategies, etc. This event
aims to deepen exchange and explore feasible solutions to the related fields.

By organizing ACE 2024, we hope to engage in mutual learning, upgrade
cybersecurity strategy, strengthen cybersecurity management, build government
cybersecurity resilience and facilitate joint defense and international exchange.

We would like to sincerely invite you to attend ACE 2024. Your experience and
expertise will be insightful to the discussion of cybersecurity topics. This conference

will also promote substantial cooperation afterwards.

Yours sincerely, /? -

Ministry of Digital Affairs, Minister, Huang Yen Nun




12 % 9 p
December 9

TRTXEE ER
Advanced Cybersecurity Exploration Conference
% 47 Agenda
2024 # 12" 9p (-)
December 9 (Monday) , 2024

DAY1: 4 i i+

DAY1: Cyber Resilience

R Time H¥-=t Session #-4 Speaker
09:30-09:50 |3F | Registration
09:50-10:20 | ¥ % ;% Opening Ceremony Pk if:( AT ek ﬁ_gs VREE RS ST L
Opening Address, Opening Ceremony, Group Photo
Keynote Speech Brcir=x £ 78
o AR > B B 2
10:20-10:50 |Challenges and Mr. Her-Ming Chiueh
Reactions :Cybersecurity & Deputy Minister Herming Chiueh
Communications Resilience in Taiwan | Ministry of Digital Affairs (Moda), Taiwan
10:50-11:10 | ¥ # % 4z Coffee Break
Dr. Lior Tabansky
nésEFPEL A FEpRERAT P CFT B E
Speech 1 A ETERERpEIRTAE
11:10-11:30 |The Sectoral Approach Head of cyber research development, Blavatnik
to Critical Infrastructure Protection Interdisciplinary Cyber Research Center (ICRC), Tel
Aviv University, and the academic director of the
“Effective Cybersecurity” Executive Education
program, Israel
Jeffrey lan C. Dy
Speech 2 z“é%i?{ T MALEINA £
11:30-12-00 | YN Norms on the conduct of nations | Undersecretary for Infostructure Management,
in cyberspace and the importance of | Cybersecurity and Upskilling, Department of
submarine cables Information and Communications Technology
(DICT), Philippines
12:00-13:30 |= % Lunch
4 4F £ Moderator
Panel Discussion | B L HEE
12y (e FEpE BB BINFEE > %
Topic: Building More Resilient Mes. Tsui-Chuan Hsieh
Cybersecurity Protections Director General Hsieh Tsui-chuan
13:30-15:00 Administration for Cyber Security, Moda, Taiwan
Celine Nauer
MR* LRI FFEE pd AEE B RN
Subject:TBC Project advisor, Global Innovation Hub of the
Friedrich Naumann Foundation for Freedom,
Germany




Subject: TBC

Geistautas Cernius

TR RERE DY T EINM L

Regional cyber defence centre, Head of Cyber
Threat analysis cell (CTAC), National Cyber
Security Centre under Ministry of National Defence
of Lithuania, Lithuania

Subject: TBC

Navin Kumar Singh

BrR R B AET A AHK G LY v iE
Director General, National Critical Information
Infrastructure Protection Centre (NCIIPC), National
Technical Research Organisation, (NTRO), India

o BERITRH FEF R
Red Team Assessment Execution and
Findings in Taiwan

/‘.\#‘ f‘T-E 4 h
FAFERGFTETEERAFEL
s AP L€ HITZE £
Allen Own

CEO of DEVCORE and the chairman of the
Association of Hackers in Taiwan (HIT), Taiwan

15:00-15:30

® 3% 4 Coffee Break

15:30-17:00

Panel Discussion II
ARRERyE-RAEZ AR

Topic: Cyber Resilience - Present and

Future

4 4 4~ Moderator:
Bk
MPrFHE L 277
Vice President Dennis Kung

The National Institute of Cyber Security (NICS),
Taiwan

Subject: TBC

Michaela Stenzelova

RO RERTAL 2 FEM GNMRAR
National Cyber and Information Security Agency
(NUKIB), Multilateral Cooperation Unit 1,
Department of International Cooperation and the
European Union, Czech

Subject: TBC

Siim Alatalu

(AEDEE R 20 S FAEL ]
Cybersecurity Fellow, International Centre for
Defence and Security (ICDS), Estonia

BRI

Subject:TBC

3_ ﬁ] 53 iuc f«P- i’;
X FE R SR
Vice Pre5|dent, CHT Security, Taiwan

Enhancing Cyber Resilience with
Threat Intelligence

B 7R
TeamT5 # jf #iciz % 2% i>3 Ao &
7k

Founder and CEO, TeamT5, Taiwan

A AR
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DAY2: Cybersecurity Risk Governance and
Policy Management

R Time H¥-=t Session #-4 Speaker
8:30-9:10 |[3F ¥ Registration
Opening Speech Ered Heldlng ‘
&R R FRG S I RE R PEERTY R
9:10-10:10 A Framework for Evaluating National Research fellow in computer sc.ience_, Harvard
Cybersecurity Strategies John _A. Pal_JIson Scho_ol of Engineering a_nd
Applied Sciences, United States of America
10:10-10:30 | ¥ 3 & 4x Coffee Break
4 4 4~ Moderator:
RN
Panel Discussion III Bz s EFAFRE L EFT
AT AR Yeali Sun
Topic: Cybersecurity Policy Management | professor, Department of Information
Management, National Taiwan University,
Taiwan
Tim Perry
Subject:TBC # K] BAE Systems =~ & BF % gt 4 4 34
Cyber Security Programme Lead, BAE Systems,
UK Indo-Pacific Cyber Programme, UK
Simonne Moscovitz
e £ A DX ERIMEFRERT 2RE AULE
10:30-12:00 Subject:TBC Manager, Security Policy and International team,

National Cyber Security Directorate, Public
Safety Canada, Canada

Toward Enhancing Digital Resiliency -
Edge Cloud and Networking Perspective

Masugi Inoue

PARZAY BFEARRL AT A
i
Director General, Resilient ICT Research Center,
National Institute of Information and
Communications Technology (NICT), Japan

D IR ETREIE A
Global Internet Shutdown Report

Raman Jit Singh Chima
#23 f1 5 Access Now
TR BE ~ T FRRBEERER

Asia Pacific Policy Director, Senior International
Counsel, Access Now, India

12:00-13:30

= % Lunch




13:30-14:00

Speech 3
Cybersecurity Risk Governance and
Policy Management

Adrian Nicholas Venables
CRZRIETE S T oF Sl S S A LS - A
T

Senior Lecturer and Programme Manager,
Information Technologies, Tallinn University of
Technology, Estonia

14:00-14:30

Speech 4
CRACT: Cyber Resilience for Critical
Technologies

Surya Nepal
BRI S - ¥
TR

Senior Principal Research Scientist,
Commonwealth Scientific and Industrial
Research Organisation (CSIRO), Australia

% 2% (CSIRO) T

14:30-15:00

¥ 3% 4z Coffee Break

15:00-16:30

Panel Discussion IV
IAATEPRL A TR

Topic: Emerging Technologies and
Cybersecurity Governance

4 4% A Moderator:

R F L 5

g BINFTE L > F

Deputy Director-General Shin-Ming Cheng
Administration for Cyber Security, Moda, Taiwan

Rt A0 A S (LM ¢

Tackling LLM-Enabled Threats

e
BP LA FFaag s Lag kg
Professor Shiuhpyng Shieh

Lifetime Chair Professor, National Yang Ming
Chiao Tung University, Taiwan

4 250 AlLT O & ek
Cybersecurity Strategy in the Era of LLM-
Powered Al

EREFLPE
BRIFEFHLFF LD
Benson Wu

Co-founder and CEO, CyCraft Technology,
Taiwan

ZES PP

Development and Security towards a
secure and prosperous Paraguay -
Strategic Plan 2023-2028

Jorge Levera
T g I R ARE
Director, Cybersecurity and Information Privacy,

Ministry of Information and Communication
Technologies, Paraguay

Emerging Technologies for Info-War and
Cyber Crime
Investigation Insights from the ME

Daniel Ben Haim

1d FIFEE 2P Planet9 & B kR EERE FIEA
7 F

Senior OSINT Analyst, Planet Nine, Israel

16:30-17:00

B ¥ ;¢ Closing Ceremony

2024ACE ¥ g & 7 2024 ACE Recap Video




